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Quick Preview 

➢ We propose a novel method to avoid feature coupling of the forged regions and authentic regions for image forgery localization: 

Edge-Aware Region Message Passing Controller (ERMPC).

➢ Graph convolutions can control the message passing between two regions by tuning the adjacency matrix.

➢ Taking edge information as the main task and using it as a basis to explicitly model the inconsistency. 

The graph controls the message passing 
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Background 

Forged images pose risks to society.

Wang, Junke, et al. "Fighting Malicious Media Data: A Survey on Tampering Detection and Deepfake Detection." arXiv:2212.05667 (2022).



Introduction 

➢ Previous methods usually suffer from severe feature coupling between the forged and authentic regions.

➢ We control the message passing between the forged and authentic regions to locate the tampered regions for elaborately 

forged images accurately.  
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Methods

The overview of our proposed Edge-Aware Region Messaging Controller (ERMPC).
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Methods

𝑋𝑁 𝑃𝑖 , 𝑃𝑗 = ቊ
0 𝐼𝑛𝑠𝑖𝑑𝑒 𝑎𝑛𝑑 𝑜𝑢𝑡𝑠𝑖𝑑𝑒 𝑡ℎ𝑒 𝑒𝑑𝑔𝑒𝑠
1 𝑂𝑛 𝑡ℎ𝑒 𝑠𝑎𝑚𝑒 𝑠𝑖𝑑𝑒 𝑜𝑓 𝑒𝑑𝑔𝑒𝑠

For each of the N (𝑁 = 𝐻𝑒 ×𝑊𝑒) nodes features, we 

calculate its XN, thus generating the matrix 𝐴𝑒∈ ℝ𝑁×𝑁.

Following Graph Attention Network(GAT) , we calculate 

the adjacency matrix 𝐴𝑟 ∈ ℝ𝑁×𝑁 of the feature map.

൯𝛼𝑖,𝑗 = 𝜓 𝑥𝑖
𝑇𝜓′(𝑥𝑗

𝜓 = 𝑊𝑥 𝜓′ = 𝑊′𝑥

𝐴𝑟𝑖,𝑗 =
൯ex p( 𝛼𝑖,𝑗

σ𝑗=1
𝑁 ൯ex p( 𝛼𝑖,𝑗

𝐴𝑟
′ = 𝐴𝑟⨀𝐴𝑒

)𝑍𝑟 = 𝑅𝑒𝐿𝑈(𝐴𝑟
′ 𝐺𝑟

′𝑊𝑧

We take the Hadamard product of two matrices to 

obtain the dynamic adjacency matrix 𝐴𝑟
′ ∈ ℝ𝑁×𝑁.

Region Message Passing Controller (RMPC)
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Methods

Context-enhanced graph (CEG). Threshold-adaptive differentiable binarization module (TDB). 
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Experiments 

Quantitative results



Experiments 

Robustness evaluation



Experiments 

Qualitative results
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Ablation
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Conclusion 

➢ We propose ERMPC, a novel two-step coarse-to-fine framework for image forgery localization, using edge

information to explicitly model the inconsistency between forged and authentic regions. It provides a new

research strategy to solve the misjudgment problem in the field of image forgery localization.

➢ We propose an edge-aware dynamic graph, also known as RMPC, to control the message passing between two

regions (forged and authentic) in the feature map.

➢ We develop an edge reconstruction module containing a context-enhanced graph and a threshold-adaptive

differentiable binarization module to obtain the desired edge information.

➢ Extensive experimental results on several benchmarks demonstrate the effectiveness of the proposed algorithm.


